
 

 



 
 
 

What is CyberXP360? 
In today’s evolving threat landscape, traditional point-in-time penetration tests are no longer 
enough. 2-sec’s CyberXP360 Service provides ongoing security assessments to identify and 
remediate vulnerabilities in real time, ensuring your defences stay ahead of attackers. 

Key Features: 

● Real-Time Threat Detection – Continuous scanning and manual penetration testing to 
uncover new vulnerabilities as they emerge. 

● Expert-Led Assessments – Security specialists perform in-depth testing beyond 
automated scans. 

● Incident Monitoring – Through continual monitoring, adverse changes will be flagged 
for action. 

● Actionable Insights – Prioritised risk reports with clear remediation steps. 
● Adaptive Testing – Testing methodologies evolve with your infrastructure and attack 

surface. 
● Seamless Integration – Works alongside your existing security tools and DevSecOps 

processes. 

Why CyberXP360? 
CyberXP360 bridges the gap that traditional annual penetration tests leave behind. The threat 
landscape evolves rapidly, often in a matter of hours, and it’s critical that organisations can 
detect and respond to emerging threats. CyberXP360: 

● Reduces Security Gaps - Detect and fix vulnerabilities before attackers exploit them. 
● Minimises Business Risk - Continuous visibility into your security posture. 
● Supports Compliance - Meets industry regulations like PCI DSS, ISO 27001, and NIST. 
● Enhances Security Maturity - Strengthens security resilience with ongoing 

improvements. 

Stay one step ahead of cyber threats with proactive, continuous security testing.  

Why trust 2-sec? 
Since 2011, 2-sec have helped over 500 customers navigate the security and compliance landscape, 
to identify the Cyber Security issues that matter the most. Seasoned experts, 2-sec have held 
CREST and NCSC CHECK accredited for many years. 

2-sec work tirelessly with customers, to ensure each vulnerability is fully understood, and remediated. 

That’s why 2-sec offers unlimited remediation and retesting support. 2-sec don’t just email a PDF 
report and disappear into the sunset. 
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What type of assessments are included? 
CyberXP360 is designed to test anything and everything with an IP address or domain name. If it’s 
on a network and 2-sec have access, a system will be thoroughly tested for flaws. 

The service includes: 

● Web Applications 
● Payment Pages (PCI DSS 6.4.3/ 
11.6.1) 

● APIs 
● Network infrastructure 
● Servers 
● Databases 
● Cloud environments 
● End user systems 
● Internet of Things (IoT) devices 

2-sec test external systems, internal systems, third-party systems and cloud providers.  

Flexible access options are supported, including agent-based, virtual server, and  hardened security 
appliance. 

Best practice industry standards are used throughout, such as those published by OWASP, PCI SSC, 
NIST and the NCSC. 

Security Monitoring 
Once 2-sec have mapped out and tested a company’s systems, change monitoring is set up. Most of 
the time 2-sec will be reporting back business as usual changes, but on occasion, 2-sec may find 
changes that may not have been authorised. These could be internal developers perhaps not 

following strict change control procedures, 
emergency changes, or the actions of an 
unknown party.  

Existing security frameworks and tooling will 
be leveraged wherever possible, to reduce 
duplication of effort and accelerate threat 
identification. 

2-sec will notify customers immediately, of any 
changes, through ticketing systems of choice, 

or via the CyberXP360 portal. 
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Flexible Reporting 
CyberXP360 fosters positive change.  

Transparent reporting is available, to see 
areas that have been improved, time-to-fix, 
and any trends in specific types of 
vulnerabilities. 

Inflexible PDF reports are a thing of the 
past. 

Through a collaborative workflow-based 
approach, teams will have access to 2-sec 
experts 24/7, to cover anything from help with a quick fix, to longer term strategies needed to secure 
your systems. 

Don’t just take our word for it! 
2-sec customers span financial services, telecommunications, manufacturing, retail, public sector and 
central government. 

Join highly satisfied customers, who are all invited to attend regular closed networking sessions to 
meet and discuss industry challenges, and to our annual flagship conference.  

2-sec experts are hand-picked, and 2-sec offer technical training courses to help a customer’s 
internal team to upskill.  

So sure of abilities and quality of service, 2-sec are willing to offer a complimentary external website 
assessment with full access to the CyberXP360 service. 

Trust 2-sec, to become part of your team, and together we will help deliver the best Cyber Security 
defences on the planet. 
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 CyberXP360 Packages 

2-sec offer the following annual service packages, to ensure a robust security posture and meet 
compliance requirements: 
 

Bronze Silver Gold Bespoke 

Web Application 
 

Payment Page 
 (PCI DSS) 

 
10 external IPs 

 
24/7 monitoring 

 
Unlimited 

remediation and 
retesting support 

 
 
 

 
 

Web Application 
 

25 external IPs 
 

25 internal servers 
 

100 end-user 
devices 

 
24/7 monitoring 

 
Unlimited 

remediation and 
retesting support 

Web Application 
 

50 external IPs 
 

75 internal servers 
 

300 end-user 
devices 

 
24/7 monitoring 

 
Unlimited 

remediation and 
retesting support 

 

Multiple Web 
Applications 

 
Authenticated 

Customer Journeys 
 

50+ external IPs 
 

75+ internal servers 
 

300+ end-user 
devices 

 
APIs 

 
Mobile Apps 

 
AWS / Azure / GCP 
Cloud monitoring 

 
 

£4500 £9500 £17500 £POA 

 

Contact 2-sec today to secure your business 24/7. 
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Building Resilience,  
Not Barriers 
 
2-sec was formed in 2011 when a gap in the market was identified for 
specialist cyber security services to work alongside in-house IT 
departments.  

Their service offering helps organisations to increase their cyber 
security maturity through a cost-effective service. This also enables the 
business to do more with existing budgets.  

2-sec believe that security measures should be implemented 
intelligently and effectively, with SMART objectives set.  
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